# 第 1 7 章 、 信 息 安 全 管 理

**考** **点** **1** **3** **3** **:** **信** **息** **安** **全** **的** **属** **性**

**1、信息安全属性及目标**

信息安全属性及目标**：** **保密性、完整性、可用性、不可抵赖性**(09上21)(09下24)(09下25)(11
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下 2**4)(12下25)(16上24)**

**(1)保密性**是指“信息不被泄漏给未授权的个人、实体和过程或不被其使用的特性。( 1 5 下 2 2 )

应用系统常用的保密技术如下： ①最小授权原则②防暴露③信息加密④物理保密

(2)**完整性**是信息未经授权不能进行改变的特性。即应用系统的信息在存储或传输过程中保持不被偶 然或蓄意地删除、修改、伪造、乱序、重放和插入等破坏和丢失的特性。( 1 8 上 2 1 )

保障应用系统完整性主要方法如下： ①协议②纠错编码方法③密码校验和方法④数字签名⑤公证( 1 7 上
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**68)(19下68)**

**(3)可用性**是应用系统信息可被授权实体访问并按需求使用的特性。即信息服务在需要时， 允许授权 用户或实体使用的特性，或者是网络部分曼损或需要降级使用时，仍能为授权用户提供有效服务的特性。

**(4)不可抵赖性**也称作不可否认性，在应用系统的信息交互过程中，确信参与者的真实同一性。即所 有参与者都不可能否认或抵赖曾经完成的操作和承诺。

**考** **点** **1** **3** **4** **:** **信** **息** **安** **全** **技** **术** **体** **系**
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◆ **应用安全**是保障相关业务在计算机网络系统是安全运行，应用安全脆弱性是可能给信息化系统带来最大 损失的致命威胁，主要针对应用程序或工其在使用过程中可能出现计算、传输数据的泄密和失窃提供安 全保护措施。( 1 5 上 2 6 )

◆ 数据安全是保护在存储、操作和处理中的数据

◆ 介质安全主要用来保护存储介质，包括移动硬盘、软盘、 U 盘、磁带等

◆ 物理安全 侧重于保护建筑物和物理场所的安全
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**考点** **1** **3** **5** **:** **物理安全管理**

**2.电源**

根据对机房安全保护的不同要求，机房供、配电分为如下几种。( 1 0 上 2 4 )

**②紧急供电：配置抗电压不足的基本设备、改进设备或更强设备，如基本ups,改进的UPS、多级UPS** **和应急电源(发电机组)等**

**④稳压供电：采用线路稳压器，防止电压波动对计算机系统的影响**

**⑥不间断供电：采用不间断供电电源，防止电压波动、电器干扰和断电等对计算机系统的不良影响**

**3.计算机设备**

(1)设备的防盗和防毁。

**①设备标记要求：计算机系统的设备和部件应有明显的无法去除的标记，以防更换和方便查找赃物。**(10
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② 计算中心防盗。

◇ 计算中心应安装妨盗报警装置，防止从门窗进入的盗窃行为。

◇ 计算中心应利用光、电、无源红外等技术设置机房报警系统，并由专人值守，防止从门窗进入的斑窃行为。

◇ 利用闭路电视系统对计算中心的各重要部位进行监视，并有专人值守，防止从门窗进入的盗窃行为。

(3)机房外部设备防盗； **机房外部的设备，应采取加固防护等措施，**必要时安排专人看管，以防止盗

窃和破坏。

**人员进出机房和操作权限范围控制：(** **1** **0** **下** **3** **4** **)**

应明确机房安全管理的责任人，机房出入应有指定人员负责，未经允许的人员不准进入机房；获准进入 机房的来访人员，其活动范围应受限制，并有接待人员陪同；机房钥匙由专人管理，未经批准，不准任何人 私自复制机房钥匙或服务器开机钥匙；没有指定管理人员的明确准许，任何记录介质、文件材料及各种被保 护品均不准带出机房，与工作无关的物品均不准带入机房；机房内严禁吸烟及带入火种和水源。

应要求所有来访人员经过正式批准，登记记录应妥善保存以备查；获准进入机房的人员， 一般应禁止携 带个人计算机等电子设备进入机房，其活动范围和操作行为应受到限制，并有机房接待人员负责和陪同。

① **机房和重要的记录介质存放间，其建筑材料的耐火等级**，应符合规定的二级耐火等级；机房相关的其 余基本工作房间和辅助房，其建筑材料的耐火等级**应不低于二级防火等级。**

吊顶上和活动地板下设置火灾自动探测器，通常有两种方式。 一种方式是均匀布置，但密度要提高， 每个探测器的保护面积为 10-15 m²。另一种方式是在易燃物附近或有可能引起火灾的部位以及回风口等处设

**置探测器。**

**2.防漏水和水灾**

由于计算机系统使用电源，因此水对计算机也是致命的威胁，它可以导致计算机设备短路，从而损害设 备。所以，对机房必须采取防水措施。机房的防水措施应考虑如下几个方面。

① 与主机房无关的给排水管道不得穿过主机房。

②主机房内如设有地漏，地漏下应加设水封装置，并有防止水封破坏的措施。

(3)机房内的设备需要用水时,**其给排水干管应暗敷，引入支管宜暗装。**管道穿过主机房墙壁和楼板

处，应设置套管，管道与套管之间应采取可靠的密封措施。

④机房不宜设置在用水设备的下层。

⑤ 机房房顶和吊顶应有防渗水措施。

⑥安装排水地漏处的楼地面应低于机房内的其他楼地面。

机房隔壁不能为卫生间或水房，因为漏水等情况会对机房造成损害，**同时机房肯定不能用水来灭火了**
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**(15下25)**

**3.防静电**

**主机房内绝缘体的静电电位不应大于1kv**

对需要防止**电磁泄露的**计算机设备应配备电磁于扰设备，在被保护的计算机设备工作时电磁于扰设备不 准关机；必要时可以采用屏蔽机房。屏蔽机房应随时关闭屏蔽门； **不得在屏蔽墙上打钉钻孔，不得在波导管** **以外或不经过过滤器对屏蔽机房内外连接任何线缆**；应经常测试屏蔽机房的泄露情况并进行必要的维护。

主机房、基本工作间**应设卤代烷灭火系统**

■ 主机房宜采用感烟探测器，可在主机柜、磁盘机和宽行打印机附件安装探测器。空调设备应考虑在回**风** **口附近**安装探测器。
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**考点** **1** **3** **6** **:** **人员** **安** **全** **管** **理**

**对信息系统岗位人员的管理，应根据其关键程度建立相应的管理要求。(** **14上27)(18上69)(19上70)**

![](data:image/jpeg;base64,/9j/4AAQSkZJRgABAQAAAQABAAD/2wBDAAgGBgcGBQgHBwcJCQgKDBQNDAsLDBkSEw8UHRofHh0aHBwgJC4nICIsIxwcKDcpLDAxNDQ0Hyc5PTgyPC4zNDL/2wBDAQkJCQwLDBgNDRgyIRwhMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjIyMjL/wAARCAAbAHADASIAAhEBAxEB/8QAHwAAAQUBAQEBAQEAAAAAAAAAAAECAwQFBgcICQoL/8QAtRAAAgEDAwIEAwUFBAQAAAF9AQIDAAQRBRIhMUEGE1FhByJxFDKBkaEII0KxwRVS0fAkM2JyggkKFhcYGRolJicoKSo0NTY3ODk6Q0RFRkdISUpTVFVWV1hZWmNkZWZnaGlqc3R1dnd4eXqDhIWGh4iJipKTlJWWl5iZmqKjpKWmp6ipqrKztLW2t7i5usLDxMXGx8jJytLT1NXW19jZ2uHi4+Tl5ufo6erx8vP09fb3+Pn6/8QAHwEAAwEBAQEBAQEBAQAAAAAAAAECAwQFBgcICQoL/8QAtREAAgECBAQDBAcFBAQAAQJ3AAECAxEEBSExBhJBUQdhcRMiMoEIFEKRobHBCSMzUvAVYnLRChYkNOEl8RcYGRomJygpKjU2Nzg5OkNERUZHSElKU1RVVldYWVpjZGVmZ2hpanN0dXZ3eHl6goOEhYaHiImKkpOUlZaXmJmaoqOkpaanqKmqsrO0tba3uLm6wsPExcbHyMnK0tPU1dbX2Nna4uPk5ebn6Onq8vP09fb3+Pn6/9oADAMBAAIRAxEAPwD0461f5P74f98ipk1a8Yf685/3R/hWS33j9acjEcivzuOYYhS1kz33h6bWiNb+073/AJ7n/vkf4Uf2pef89z/3yP8ACqSMGFOrq+t1nqpsy9jBdC5/al5/z3P/AHyP8KP7UvP+e5/75H+FU6KPrVf+d/eP2NPsXP7UvP8Anuf++R/hR/al5/z3P/fI/wAKp0U/rdf+Z/eHsafYt/2nef8APc/98j/Cj+07z/nuf++R/hVSil9ar/zP7w9jT7Fv+1L3/nuf++R/hR/al7/z3P8A3yP8KqGmsdozQ8XXSvzv7yfYwvZItvq94g/15/75H+FRR61fNKgM3BYD7oqi7Fjk0kX+vT/eFc31/EOa99mv1emlqhp6n60orn5tSu1c4lx/wEf4V0NctWnyM2jK45HKnirCsGGRVWpYvvU6U2nYJLqT0UtFdZkJRS0UwEopaSgBrMFGTVd33GnzdairjrTd7GkIrcQ0sX+uj/3hSH7pNYllqN093GGlyN4/hHr9KKFPnkgnKyP/2Q==)

**(19下69)**

(1)对安全管理员、系统管理员、数据库管理员、网络管理员、重要业务开发人员、系统维护人员和 重要业务应用操作人员等信息系统关键岗位人员进行统一管理； 允许一人多岗，但业务应用操作人员不能由 其他关键岗位人员兼任；关键岗位人员应定期接受安全培训，加强安全意识和风险防范意识。

(2)兼职和轮岗要求：业务开发人员和系统维护人员不能兼任或担负安全管理员、系统管理员、数据 库管理员、网络管理员和重要业务应用操作人员等岗位或工作：必要时关键岗位人员应采取定期轮岗制度。

(3)权限分散要求：在上述基础上，应坚持关键岗位“权限分散、不得交叉覆盖”的原则， 系统管理员 数据库管理员、网络管理员不能相互兼任岗位或工作。

(4)多人共管要求：在上述基础上，关键岗位人员处理重要事务或操作时，应保持二人同时在场，关 键事务应多人共管。

(5)全面控制要求：在上述基础上，应采取对内部人员全面控制的安全保证措施，对所有岗位工作人 员实施全面安全管理。

**对人员离岗的管理，可以根据离岗人员的关键程度，采取下列控制措施。**

(1)基本要求：立即中止被解雇的、退休的、辞职的或其他原因离开的人员的所有访问权限；收回所 有相关证件、徽章、密钥和访问控制标记等；收回机构提供的设备等。

(2)调离后的保密要求：在上述基础上，管理层和信息系统关键岗位人员调离岗位，必须经单位人事 部门严格办理调离手续，承诺其调离后的保密要求。

(3)离岗的审计要求：在上述基础上，设计组织机构管理层和信息系统关键岗位的人员调离单位，必 须进行离岗安全审查，在规定的脱密期限后，方可调离。

(4)关键部位人员的离岗要求：在上述基础上，关键部位的信息系统安全管理人员离岗，应按照机要 人员管理办法办理。
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**考** **点** **1** **3** **7** **:** **系** **统** **安** **全** **和** **保** **密** **层** **次**

1、系统运行的安全管理中关于用户管理制度的内容包括建立用户身份识别与验证机制，防止非法用户

**进入应用系统；对用户及其权限的设定进行严格管理，用户权限的分配遵循“最小特权”原则；用户密码应** **严格保密，并及时更新；重要用户密码应密封交安全管理员保管，人员调离时应及时修改相关密码和口令。**
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**(09下27)(11上26)(16上25)**

2 、应用系统运行中涉及的安全和保密层次包括**系统级安全、资源访问安全、功能性安全和数据域安全。** 这4个层次的安全，按粒度从粗到细的排序是：**系统级安全、资源访问安全、功能性安全、数据域安全。(09**

下26)(10上26)(10下33)(17下69)(19上69 )程序资源访问控制安全的粒度大小界于系统级安全和功

能性安全两者之间，是最常见的应用系统安全问题，几乎所有的应用系统都会涉及这个安全问题。

(1)系统级安全。

企业应用系统越来越复杂，因此制定得力的系统级安全策略才是从根本上解决问题的基础。应通过对现 行系统安全技术的分析，制定系统级安全策略，策略包括敏感系统的隔离、访问IP地址段的限制、登录时间 段的限制、会话时间的限制、连接数的限制、特定时间段内登录次数的限制以及远程访问控制等， **系统级安** **全是应用系统的第一道防护大门。**

(2)资源访问安全。

对程序资源的访问进行安全控制，在客户端上，为用户提供和其权限相关的用户界面，仅出现和其权限 相符的菜单和操作按钮： 在服务端则对URL 程序资源和业务服务类方法的调用进行访问控制。

(3)功能性安全。

**功能性安全会对程序流程产生影响，如用户在操作业务记录时，是否需要审核，上传附件不能超过指定** **大小等。这些**安全限制已经不是入口级的限制，而是程序流程内的限制，在一定程度上影响程序流程的运行。

(4)数据域安全。( **13上20)(18上70)**

数据域安全包括两个层次，其一是行**级数据域安全，**即用户可以访问哪些业务记录， 一般以用户所在单 位为条件进行过滤；其二是**字段级数据域安全，**即用户可以访问业务记录的哪些字段。
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**考** **点** **1** **3** **8** **:** **安** **全** **检** **查** **、** **安** **全** **等** **级**

1 、企业要加强对应用系统安全运行管理工作的领导， **每年至少组织有关部门对系统运行工作进行一次** **检查。部门每季度进行一次自查。** 要加强对所辖范围内应用系统运行工作的监督检查。检查可采取普查、抽 查、专项检查的方式定期或不定期地进行。( **11上26)**

**安全组织由单位主要领导人领导，**不能隶属于计算机运行或应用部门。

**2** **、**根据应用系统所处理数据的秘密性和重要性确定安全等级，并据此采用有关规范和制定相应管理制 度。安全等级可分为**保密等级和可靠性**等级两种，系统的保密等级与可靠性等级可以不同。保密等级应按有 关规定划为绝密、机密和秘密。可靠性等级可分为三级，对可靠性要求最高的为A 级，系统运行所要求的最

**低限度可靠性为** **C** **级，介于中间的为B** **级。(** **11上25)(12下29)(15上24)**

3、《信息安全等级保护管理办法》将信息系统的安全保护等级分为5级。第一级(个人合法权益造成损 害);第二级(个人合法权益严重损害，或社会利益遭到损害);第三级(公共利益造成严重损害或国家安全 造成损害);第四级(公共利益造成特别严重损害或国家安全造成严重损害);第五级(国家安全造成特别严 重损害) **(17上13)(18下70)**

**4、计算机系统安全保护能力的五个等级，即：用户自主保护级、系统审计保护级、安全标记保护级、结构化保护级、访问验证保护级**。( 1 5 下 2 4 )